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ERISA Litigation Trends: Looking Back at 
2019 and Forward to 2020 and Beyond
By David C. Kaleda

The plaintiffs’ bar and the Department of 
Labor (DOL) continue to be active in litigat-
ing cases in which plaintiffs allege breaches of 

fiduciary duty and other violations of the Employee 
Retirement Income Security Act of 1974, as 
amended (ERISA). Some of those cases filed with 
and resolved by the courts may inform plan spon-
sors, fiduciaries, and service providers on how they 
should approach their ERISA compliance activities. 
The following article highlights some of the recent 
cases and explains how they may provide guidance 
to ERISA fiduciaries and their advisers in 2020 and 
beyond with regard to their mitigation of litigation 
and compliance risks. It focuses on four areas: (1) 
fee litigation suits brought against smaller plans; (2) 
developments in 403(b) plan litigation; (3) use of 
plan data by plan fiduciaries and plan service provid-
ers; and (4) cyber-enabled fraud and protection of 
plan assets.

Fee Litigation Suits Brought Against 
Smaller Plans

Employees typically are participants in ERISA-
covered, tax-qualified defined contribution plans 
that permit participants to contribute a portion of 
their pay on a pretax basis (401(k) Plans) pursuant 
to Section 401(k) of the Internal Revenue Code of 
1986, as amended (Code). Participants in 401(k) 
Plans often have the right to direct the investment 

of their contributions and any contributions made 
by their employers in investment options made 
available under the 401(k) Plan by the plan’s named 
fiduciary.1 For a number of years, the plaintiffs have 
brought suits against 401(k) Plan named fiducia-
ries, for example, the investment committee, for the 
imprudent selection of allegedly high cost invest-
ment options in violation of ERISA’s fiduciary duty 
of prudence2 and fiduciary duty of loyalty.3 Plaintiffs 
continued to bring these suits in 2019 and 2020. 
However, unlike in prior years, participants and 
their attorneys appear to be willing to bring these 
suits against smaller plans.

Previously, breach of fiduciary duty lawsuits had 
been brought in connection with 401(k) Plans with 
at least $1 billion in assets.4 However, more recently, 
participants have brought lawsuits against fiduciaries 
of plans with less assets. In Buescher v. Brenntag North 
America, Inc., the participants of a plan with approx-
imately $440 million in assets brought breach of 
fiduciary duty claims against the sponsors and named 
fiduciaries.5 The claims were the same as those found 
in suits brought against larger plans. For example, 
the lawsuit alleges that the plan “could have reaped 
considerable cost savings by using collective trusts 
or separate accounts” instead of the mutual funds 
that were offered in the plan.6 The lawsuit further 
alleges that, for the mutual funds that were offered, 
the plan fiduciaries “fail[ed] to investigate the use of 
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lower cost share classes,” and therefore “caused the 
Plan to pay millions of dollars per year in unnec-
essary fees.”7 The plaintiffs also argue that the plan 
fiduciaries “wholly failed to prudently manage and 
control the Plan’s recordkeeping costs…”8 In two 
other cases, the participants in plans with approxi-
mately $335 million in assets and $52 million in 
assets made similar allegations in ERISA breach of 
fiduciary duty lawsuits.9

These cases suggest that plaintiffs’ class action 
attorneys have demonstrated a willingness to move 
“down market” and represent a class of participants 
in 401(k) Plans of a smaller size. They also serve as 
a reminder that the ERISA fiduciary requirements 
apply to all plan fiduciaries, regardless of plan size. 
Therefore, plan fiduciaries of such plans should 
be reminded of their fiduciary obligations to con-
sider, among other things, whether the fees the plan 
directly or indirectly pays for investments, record-
keeping, and other plan services meet ERISA’s fidu-
ciary duty requirements.

Developments in 403(b) Plan 
Litigation

As explained in an article appearing in the 
March 2018 edition of The Investment Lawyer,10 
the plaintiffs’ class action bar began to file lawsuits 
on behalf of participants alleging breach of ERISA’s 
fiduciary duty requirements by fiduciaries of plans 
established under Section 403(b) of the Code 
(403(b) Plans). 403(b) Plans are covered by ERISA 
if they are sponsored by private colleges and univer-
sities and other non-governmental employers. Since 
those cases were filed in 2017 and 2018, a number 
have moved through the litigation process and sev-
eral have resulted in settlements. The development 
of these cases provides additional insight into the 
fiduciary responsibilities of 403(b) Plan fiduciaries.

As discussed in the previous article, plaintiffs 
made allegations regarding breach of fiduciary duty 
connected to some aspects of 403(b) Plans that are 
somewhat unique to 403(b) Plans. Thus, such alle-
gations are not made in suits brought against 401(k) 

Plan fiduciaries. With some exceptions, those alleged 
breaches have not been accepted by the courts. 
Therefore, several courts have granted motions to 
dismiss those claims on the basis that the plaintiffs 
failed to state a claim on which relief under ERISA 
could be granted.

For example, the plaintiffs in the 403(b) Plan 
cases allege fiduciary breaches based on the premise 
that the plans offer too many investment options, 
which results in investor confusion. A 403(b) Plan 
may have different vendors that service the plan and, 
as a consequence, dozens of investment options, 
which in many cases is more than the number avail-
able under the typical 401(k) Plan. In general, the 
courts have not been willing to accept that offer-
ing too many investment options, by itself, results 
in a breach. The court’s decision in Divane v. 
Northwestern University illustrates this. The court 
rejected the notion that too many investment 
options results in a breach of fiduciary duty. Indeed, 
the court noted that the fact that the 403(b) Plan 
offered so many investment options gave the par-
ticipants the opportunity to select from lower cost 
investment options, for example, index funds, and 
institutional share classes.11 The court also stated that  
“…it does not matter that the plans offered additional 
funds that [the plaintiffs] did not want to choose…” 
and that “[t]he types of funds plaintiffs wanted were 
and are available to them.”12 Other courts reached 
the same conclusion as the court in Divane.13

Additionally, in several cases, courts rejected the 
notion that a “lock in” or “bundling” arrangement 
is in and of itself imprudent. In Sacerdote, et al. v. 
New York University, the court dismissed the claim 
that the fiduciaries breached their fiduciary duty 
of prudence because they entered into a “lock in” 
arrangement whereby the plan agreed to include an 
investment option maintained by an affiliate of the 
recordkeeper as part of its services agreement with 
the recordkeeper.14 The court noted that the partici-
pants had the ability to invest in dozens of options 
other than the investment subject to the “lock in” 
and noted “…there is no allegation that plaintiffs 



VOL. 27, NO. 4  •  APRIL 2020

Copyright © 2020 by CCH Incorporated. All Rights Reserved.

3

were required to invest in any particular investment 
Option…” or that “‘the investments at issue were so 
plainly risky at the relevant times that an adequate 
investigation would have revealed their imprudence, 
or that a superior alternative investment was readily 
apparent such that an adequate investigation would 
have uncovered that alternative…’”15 The appellate 
court in the case brought against the University of 
Pennsylvania reached similar conclusions.16

However, the court in the action brought 
against Yale University concluded that the plain-
tiffs adequately plead the allegation that a bundling 
arrangement was imprudent and would not dismiss 
the claim.17 The court held that “Even if bundling 
arrangements generally benefit participants of other 
defined-contribution plans, that does not necessar-
ily mean that, under the circumstances here, the 
defendants prudently concluded that the bundling 
arrangement would benefit the Plan’s participant.”18 
Furthermore, if in fact “…the bundling arrangement 
stymied the defendants’ ability to remove invest-
ments and that ‘Yale agreed to lock its employees 
into funds which Yale did not Analyze…,” the court 
stated that such conduct would violate ERISA’s pru-
dence requirement.19

Furthermore, as explained in the above-refer-
enced March 2018 article, 403(b) Plans often have 
multiple recordkeepers in connection with offering 
one or more annuity contracts and a trust invest-
ment platform. The plaintiffs allege that utilizing 
multiple recordkeepers violates ERISA. The courts 
are mixed on whether utilization of multiple record-
keepers by a single 403(b) Plan does or could result 
in a breach of ERISA’s fiduciary duty of prudence.

In the case brought by plaintiffs against New 
York University, the court concluded after a bench 
trial that the defendants had not proven that the 
plan fiduciary’s failure to consolidate to a single 
recordkeeper resulted in an imprudent decision by 
the plan fiduciaries.20 The court rejected the plain-
tiffs’ notion that “(1) a single vendor is always in 
the best interests of plan participants, and (2) con-
solidation necessarily results in lower overall fees.” 

The court pointed to evidence that suggested other-
wise.21 Notably, the fact that the court did not dis-
miss the claim prior to trial suggests that this court 
believed the use of multiple recordkeepers could 
result in a breach, but after considering all of the 
evidence presented at trial concluded that a breach 
did not occur. Several other courts also concluded 
that a motion to dismiss should not be granted on 
this issue thereby allowing for the plaintiffs to seek 
additional evidence in the discovery phase of the 
litigation and, possibly, at trial on the question of 
whether a breach in fact occurred22 On the other 
hand, one court rejected this claim and granted a 
motion to dismiss.23

 With some exceptions, courts have not been 
willing to grant the defendants’ motions to dis-
miss with regard to claims that are commonly seen 
in breach of ERISA fiduciary duty cases brought 
against 401(k) Plans. Such claims focus on, among 
other things, the failure of the named fiduciary to 
appropriately evaluate whether the fees paid in con-
nection with the 403(b) Plan’s investment options 
are reasonable24 and the failure of the named fidu-
ciary to periodically evaluate whether the fees paid 
to the 403(b) Plan’s recordkeeper(s) are reasonable.25 
In several cases, after the court considered the plan 
fiduciaries’ motions to dismiss (often granting those 
motions in part with regard to some of the claims 
and denying those motions with regard to the other 
claims) several universities entered into settlement 
agreements with the participants who brought suit.26

While the success of the plaintiffs in these cases 
is mixed, the success rate with regard to getting past 
the defendants’ motions to dismiss in these cases 
should serve as a reminder to 403(b) Plan named 
fiduciaries that they should pay attention to whether 
they meet their fiduciary obligations in connection 
with their plans. They should review their fiduciary 
governance structure and fiduciary decision-making 
process to determine if they operate in accordance 
with ERISA’s fiduciary duty and prohibited trans-
actions requirements and if they have taken other 
appropriate measures to limit exposure to fiduciary 
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liability. As such, these fiduciaries should review 
their 403(b) Plans’ investment options, evaluate 
the fees paid by the plans, determine if a request for 
proposal is in order, and consider other measures as 
applicable.

Use of Plan Data by Plan Fiduciaries 
and Plan Service Providers

In several of the settlement agreements that 
arose out of the litigation involving 403(b) Plans, 
the defendants agreed to limit the ability of 403(b) 
Plan service providers to market products and ser-
vices to plan participants. More recently, in a breach 
of ERISA fiduciary duty lawsuit, the participants in 
a 401(k) Plan allege that both the plan sponsor and 
the recordkeeper violated their fiduciary duties by 
using plan data to market products and services to 
the participants and inducing participants to take a 
distribution from the plan and rollover to an indi-
vidual retirement account (IRA). These develop-
ments raise some particularly challenging issues for 
plan fiduciaries and their service providers about 
their obligations with respect to the use of 403(b) 
Plan, 401(k) Plan, and other ERISA-covered plan 
data.

In a complaint filed against Vanderbilt 
University,27 the plaintiffs alleged that the named 
fiduciaries of an ERISA-covered plan sponsored 
by Vanderbilt University breached their fiduciary 
duties to the plan by failing to take into consider-
ation “the value of the vendors’ access to Plan par-
ticipants and their data for marketing purposes” 
when pricing the recordkeeping services.28 The 
parties in that litigation entered into a settlement 
agreement whereby the named fiduciaries agreed, 
among other things, to not allow the Vanderbilt 
plan’s recordkeeper to use “information about Plan 
participants acquired in the course of providing 
recordkeeping services to the Plan to market or sell 
products or services unrelated to the Plan unless a 
request for such products or services is initiated by 
a Plan participant” (Vanderbilt Settlement).29 The 
litigants in Kelly v. Johns Hopkins University reached 

a similar settlement. The parties in that case agreed 
that “The final agreed-upon contract(s) for record-
keeping services shall contractually prohibit the 
Plan’s recordkeeper(s) from soliciting current Plan 
participants for the purpose of cross-selling propri-
etary non-Plan products and services, including, 
but not limited to, Individual Retirement Accounts 
(IRAs), non-Plan managed account services, life 
or disability insurance, investment products, and 
wealth management services, unless a request is ini-
tiated by a Plan participant” (Hopkins Settlement, 
together the Settlements).30

Importantly, the Settlements were not statements 
of law by the courts in those cases. The Settlements 
were merely agreements between two parties in order 
to bring an end to the litigation process. However, 
the above-quoted terms of the Settlements suggested 
to plan fiduciaries and their service providers that 
allowing service providers access to participants vis-
à-vis the recordkeeping platform in order to make 
available other products and services, even those 
that have nothing to do with the ERISA-covered 
plan, is somehow problematic under ERISA. The 
Settlement also suggests that any revenue a service 
provider or its affiliates receives apart from the plan 
should be considered in the pricing of plan-related 
services. Finally, plan fiduciaries could infer from 
the Settlements that ERISA-governed plan data is 
a “plan asset” for purposes of ERISA and thus the 
use of that data by the plan sponsor or plan services 
providers resulted in violations of ERISA’s fiduciary 
duty and prohibited transaction provisions.

Recently, in Harmon v. Shell Oil Co,31 the plain-
tiffs in a class action suit filed against the fiduciaries 
to the 401(k) Plan offered to Shell Oil employees 
(Shell Plan) alleged that plan data is a “plan asset” 
for purposes of ERISA and that the use of the data 
violates ERISA. In the complaint, the plaintiffs 
made the typical allegations that the fiduciaries to 
the Shell Plan breached their ERISA fiduciary duties 
by overpaying for recordkeeping and other plan ser-
vices and failing to prudently evaluate and monitor 
the Shell Plan’s investment options on an ongoing 
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basis. However, unlike in prior cases, the plaintiffs 
alleged that the Shell Plan’s fiduciaries failed to safe-
guard Confidential Plan Participant Data (CPPD) 
by allowing its use by the Shell Plan’s recordkeeper 
to solicit participants to purchase non-plan products 
and services.

The plaintiffs allege that the Shell Plan’s record-
keeper, together with a number of affiliated com-
panies (collectively, the Recordkeeper Defendants), 
used CPPD to engage in the marketing of non-plan 
products and services. They also used CPPD to iden-
tify participants who were entitled to take a distribu-
tion from the Shell Plan and as such could rollover 
the distribution to the Recordkeeper Defendants’ 
own IRA. The plaintiffs assert that CPPD is an asset 
of the Shell Plan and, based on that assertion, that 
the Fidelity Defendants became fiduciaries by exer-
cising authority and control over that asset and then 
breached their fiduciary responsibilities by using that 
data for non-plan purposes. Notably, recordkeepers 
in the normal course of their businesses do not typi-
cally operate as fiduciaries for purposes of ERISA.

In the complaint filed with the court, the plain-
tiffs define CPPD to include the names and contact 
information of the participants, participants’ social 
security numbers, home and cell phone numbers, 
work and personal email addresses, investment 
histories, investment holdings, account balances, 
investment contribution amounts, ages, income 
levels, and marital status. Also categorized as CPPD 
are the recordkeeper’s call center notes and the 
recordkeeper’s access to knowledge of various trig-
gering events including when a participant is near-
ing retirement. Plaintiffs contend that all CPPD is a 
valuable asset of the Plan that must be protected by 
plan fiduciaries.

The plaintiffs highlighted and objected to a 
number of uses of CPPD by the Recordkeeper 
Defendants including: (1) sharing CPPD with 
salespeople within the affiliated company group; 
(2) automatic notification of local sales representa-
tives when certain participant-level triggering events 
occur so that the representatives may then reach out 

to the affected participant in an effort to solicit the 
purchase of non-Plan products; and (3) these uses 
of CPPD allow the Recordkeeper Defendants to 
derive substantial revenue from the sale of IRAs, 
high interest credit cards, life insurance, banking 
products, advisory accounts, individual brokerage 
accounts, options trading accounts, accounts estab-
lished under Section 529 of the Code, that is, a 529 
plan, and other products and services outside of the 
Shell Plan. According to the plaintiffs, such uses 
resulted in violations of ERISA’s fiduciary duty pro-
visions in ERISA Section 404(a)(1), party in interest 
prohibited transactions provisions in ERISA Section 
406(a), and fiduciary prohibited transactions provi-
sions in ERISA Section 406(b).

The possible determination by a court or the 
DOL that plan data is a plan asset likely would 
have a significant impact on ERISA-governed plans, 
sponsors, fiduciaries, and service providers. Pursuant 
to ERISA Section 3(21)(A)(i), a fiduciary for pur-
poses of ERISA includes a person “…who exercises 
any authority or control respecting management or 
disposition of [the plan’s] assets…” ERISA, in the 
absence of an exemption, specifically prohibits a fidu-
ciary from allowing a party in interest, for example, a 
services provider, from using plan assets for its own 
benefit. Additionally, Section 406(b)(1) prohibits a 
fiduciary, for example, the plan sponsor, or a party in 
which the fiduciary has an interest from using plan 
assets for its own interest. A fiduciary also, as here 
relevant, is subject to ERISA’s duty of prudence and 
duty of loyalty when it acts as a fiduciary.

If plan data is a plan asset, parties who deal with 
plan data likely would be fiduciaries and subject to 
the above-described prohibited transaction and fidu-
ciary duty provisions. Thus, they will be required to 
employ an effective exemption and fiduciary duty 
compliance strategy, particularly if the plan spon-
sor wishes to continue to make financial wellness 
programs and other services available to its employ-
ees vis-à-vis an ERISA-covered retirement plan. Of 
course, the Shell Oil case is in its infancy and at least 
one court recently held that plan data is not a plan 
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asset.32 However, plan sponsors, fiduciaries, and ser-
vice providers would do well to closely follow the 
Shell Oil case. Additionally, they should expect to see 
similar allegations made in future breach of fiduciary 
duty class action lawsuits.

Cyber-Enabled Fraud and Protection 
of Plan Assets

Fraudsters and other criminals have long tried to 
steal from participant’s account balances in ERISA-
covered retirement plans. However, with the devel-
opment of technology and shifts in the manner in 
which plan benefits are paid, the means by which 
criminals commit such crimes have changed. Two 
recent cases alleging breach of fiduciary duty under 
ERISA in connection with the distribution of partic-
ipant account balances in defined contribution plans 
highlight the compliance and litigation risks associ-
ated with plan losses due to cyber-enabled fraud. 
Plan sponsors, plan fiduciaries, and plan service pro-
viders should be aware of these risks and decide how 
they will address them.

On October 9, 2019, a defined contribution 
plan participant filed a complaint in Renaker v. Estee 
Lauder.33 In that case, a plan participant learned that 
the plan paid approximately $90,000 in distribu-
tions to three bank accounts that were not in her 
name. The participant alleged that the plan spon-
sor, recordkeeper, and directed trustee failed to meet 
the duty of prudence under Section 404(a)(1)(B) of 
ERISA and the duty of loyalty under Section 404(a)
(1)(A) of ERISA.

The participant in the Estee Lauder complaint 
pointed to a number of what she believed to be defi-
ciencies in the plan’s policies and procedures that 
lead to the plan making unauthorized distributions. 
For example, the participant stated that the defen-
dants should have (1) confirmed that the participant 
authorized the distributions before making them, (2) 
provided to the plan participant timely notice of the 
distributions so she could have recognized the fraud, 
and (3) identified and halted suspicious distribution 
requests. With regard to the latter, the plaintiff states 

that requests for multiple distributions to be paid to 
accounts held at different banks should have made 
the defendants aware that the distribution requests 
were possibly fraudulent. The plaintiff also argued 
that the defendants failed to monitor each other’s 
distribution policies and procedures and the pro-
cessing of distribution transactions. At bottom, the 
plaintiff is of the view that appropriate policies and 
procedures would have detected and stopped the 
fraud.

In another case, Leventhal v. MandMarblestone 
Group LLC,34 the plaintiff also filed a complaint 
seeking relief similar to that requested by the par-
ticipant in Estee Lauder. Leventhal was a participant 
in a 401(k) Plan sponsored by his employer. Over a 
period of time, the plan distributed $400,000 based 
on fraudulent withdrawal forms submitted to the 
plan administrator by unknown persons. The partic-
ipant sued the sponsor, a third party who agreed to 
act as the “plan administrator” as defined in Section 
3(16) of ERISA on behalf of the plan, and the plan’s 
custodian for breach of fiduciary duty.

The court refused to grant the defendants’ 
motion to dismiss the plaintiff’s claims against the 
defendants on the basis that the plaintiff failed to 
state a claim on which relief under ERISA could 
be granted. According to the court’s opinion, the 
participant used the withdrawal forms required by 
the plan administrator to request a $15,000 distri-
bution, which the plan paid to him in the normal 
course of plan operations. However, unknown per-
sons somehow obtained a copy of that withdrawal 
form using an “‘unknown method of cyber-fraud 
possibly relating to the electronic transmission of 
[the original] form.’” The fraudsters sent to the plan 
administrator withdrawal forms from an address 
that appeared to be from the participant’s email 
account at the plan sponsor. On those forms, the 
fraudsters requested that the payments be made to 
a bank account that was different than the one to 
which the plan paid the original $15,000 distri-
bution and was not an account authorized by the 
participant.
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 The court concluded that the plaintiff plead facts 
sufficient to establish that the plan sponsor, third-
party administrator, and custodian were fiduciaries 
of the plan for purposes of ERISA. Additionally, the 
court concluded that the plaintiff sufficiently plead 
facts that supported its claim that the fiduciaries 
breached their duties of prudence under ERISA. In 
so doing, the court pointed to the allegations that 
the defendants “…failed to act with the requisite 
prudence and diligence where they saw the ‘pecu-
liar nature’ and high frequency of the withdrawal 
requests that were to be distributed to a new bank 
account, but failed to alert Plaintiffs or verify the 
requests…” and “…that Defendants failed to imple-
ment ‘the typical procedures and safeguards’ used to 
notify Plaintiffs of the strange requests and/or verify 
the requests.”

Neither the Estee Lauder court nor the 
Levanthal court concluded that any plan fiduciary 
failed to meet its duties under ERISA with regard 
to the payment of participant account balances to 
parties not otherwise entitled to those benefits. 
However, both cases highlight that attempts to 
defraud plans and plan participants of benefits 
continue and, with the development of technol-
ogy, such attempts are cyber-enabled. As such, 
plan sponsors, fiduciaries, and service providers 
must be aware of this threat to plan asset security 
and what measures are necessary to appropriately 
secure plan assets. Additionally, plan sponsors and 
plan fiduciaries should understand what policies 
and procedures plan service providers, for exam-
ple, recordkeepers, trustees, third-party admin-
istrators, have in place to secure plan assets and 
to prevent crimes such as those described in the 
Estee Lauder and Leventhal cases. Plan sponsors 
also should look to their own policies and pro-
cedures with regard to securing employee data, 
employer data, employer-based email systems, 
and other critical systems in order to assure cyber 
criminals do not use information acquired from 
the employer to facilitate fraud committed on the 
plan and its participants.

Summary
In conclusion, there have been some interest-

ing developments in 2019 and 2020 with regard 
to the application of ERISA in a variety of con-
texts including (1) a trend towards plaintiffs fil-
ing class action ERISA lawsuits against smaller 
401(k) Plans, (2) developments in class action 
lawsuits brought against 403(b) Plans, (3) claims 
alleging that plan data is a plan asset and the use 
of such data to sell products and services apart 
from the ERISA-covered retirement plan involves 
fiduciary conduct and a breach of ERISA’s fidu-
ciary duty and prohibited transaction provisions, 
and (4) breach of fiduciary duty suits arising 
from cyber-enabled fraud. The above-discussed 
lawsuits affirm that plan sponsors, fiduciaries, 
and service providers must continuously recog-
nize the situations in which they act as fiduciaries 
and understand how they should comply with 
their obligations under ERISA’s fiduciary duty 
and prohibited transaction provisions in such 
situations. As evidenced by the above discussion, 
plaintiffs’ counsel will always be looking for new, 
creative theories in support of its allegation that 
someone acts as a fiduciary and failed to meet his 
or her obligations under ERISA.

David C. Kaleda, is Principal of the Groom 
Law Group, Chartered in Washington, DC.
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